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Choose the  
package that  
meets your needs

Umbrella Package Comparison

BENEFIT MATRIX PROFESSIONAL INSIGHTS PLATFORM

PROTECTION • a new layer of breach protection by preventing
command & control callbacks, malware, and phishing

• coverage on & off the corporate network in minutes

• predictive intelligence to identify Internet infrastructures
staged by threat actors before attacks are launched

• compliance w/o complexity using 60 content categories


ALL THREE PACKAGES

PERFORMANCE • proven reliability: our infrastructure handles more than 2%
of the world’s Internet requests with 100% uptime

• no added latency: secure mobile users & remote offices
without rerouting all connections via a proxy or VPN

• no manual intervention: protection is always up-to-date
without hardware to install or software to maintain


ALL THREE PACKAGES

ENFORCEMENT • any port, protocol, or app: block Internet activity destined
to malicious domains or IPs at the DNS layer   

• proxy web traffic or tunnel IP connections that bypass
DNS to block activity destined to malicious IPs or URLs  

• turnkey security integrations with Cisco, FireEye, and
others to block all Internet activity destined to malicious
domains and extend protection off-network in seconds



VISIBILITY • real-time activity search with globally-aggregated reports 
that can be scheduled & automatically sent to your inbox   

• identify targeted attacks and all compromised systems by
comparing your DNS requests to the world’s

• identify cloud service usage risks with 1800+ services
 

• internet-wide visibility to prioritize and speed up incident
response or discover emerging threats by enriching your
local intelligence with our global context



MANAGEMENT • centralized, location-aware policies per network & device

• custom allow/block lists & block pages with bypass options

• network device integrations to protect Wi-Fi in minutes
  

• granular control & visibility per internal network or IP

• Active Directory integration to manage policies and view
reports per user or computer group membership

• retain logs forever for improved response & compliance

 

• API-based custom integrations to programmatically
convert your threat analysis & intelligence from existing
in-house systems into global threat prevention



UMBRELLA
PROFESSIONAL

UMBRELLA 
INSIGHTS

UMBRELLA 
PLATFORM

Web filtering, breach 
& malware protection, 

visibility over any 
port & protocol

Professional package 
plus user-based policies, 

global comparisons, 
retain logs forever

Insights package plus detailed 
domain & IP intel, turnkey  

(e.g. FireEye, Cisco) &  
API-based integrations


